Chapter 3
Risk Assessment and

Materiality 
KEY THOUGHT

The auditor has a responsibility to plan and perform the audit to obtain reasonable assurance about whether the financial statements are free of material misstatement, whether caused by error or fraud. Because of the nature of audit evidence and the characteristics of fraud, the auditor is able to obtain reasonable, but not absolute, assurance that material misstatements are detected [Auditing Standards Board (AU 110.02)].

CHAPTER SUMMARY

[LO1] Understand the concept of audit risk.

A. Risk is the first concept that underlies the audit process. An auditor engaged to perform a financial statement audit faces two types of risk: audit risk and engagement risk. Audit risk is the risk that the auditor may unknowingly fail to appropriately modify the opinion on financial statements that are materially misstated. Engagement risk is the auditor’s exposure to loss or injury to professional practice from litigation, adverse publicity, or other events arising in connection with financial statements audited and reported on.

B. The auditor should perform the audit to reduce audit risk to a level appropriate for expressing an opinion on the financial statements. In doing so, the auditor needs to consider audit risk at the financial statement level (pervasively) and at the account balance or class of transactions level.

C. In considering audit risk at the overall financial statement level, the auditor considers risks of material misstatement that relate pervasively to the financial statements and potentially affect many assertions. Such risks often relate to the entity’s control environment and may be relevant to the auditor’s consideration of the risks of material misstatement arising from fraud (management override of internal control). 

D. The auditor also considers audit risk at the individual account balance or class of transactions level because such consideration directly assists the auditor to plan the appropriate audit procedures.
E. Like audit risk, the auditor must consider engagement risk. Engagement risk relates to an auditor’s exposure to financial loss and damage to his or her professional reputation. For example, an auditor may conduct an audit in accordance with GAAS (or PCAOB auditing standards for public companies) and still be sued by the client or a third party. Even if the auditors wins the lawsuit, his or her professional reputation may be damaged in the process by the negative publicity.

F. While engagement risk cannot be directly controlled by the auditor, some control can be exercised through the careful acceptance and continuance of clients. Audit risk, on the other hand, can be directly controlled by the scope (nature, timing and extent of audit procedures) of the auditor’s work. 

[LO2] Learn the form and components of the audit risk model.

A. Auditing standards do not provide specific guidance on what is an acceptable level of audit risk, but auditors use the audit risk model as a framework for assessing risks. 
B. The determination of audit risk and the use of the audit risk model involve professional judgment on the part of the auditor. Auditors use the audit risk model to determine the scope of auditing procedures for a particular account balance or class of transactions level. The model can be specified as: 

AR = IR x CR x DR



where

AR = 
Audit risk (the risk that the auditor may fail to modify the opinion on  materially misstated financial statements)

IR = 
Inherent risk (the susceptibility of an assertion to material  misstatements, assuming no related controls)

CR = 
Control risk (the risk that material misstatements that could occur in an assertion will not be prevented or detected on a timely basis by the internal controls)

DR =
Detection risk (the risk that the auditor will not detect a material misstatement that exists in an assertion)

Note that detection risk can be divided further into analytical procedures risk and substantive tests of details risk. Analytical procedures risk is the risk that substantive analytical procedures and other relevant substantive tests will fail to detect material misstatements, while tests of details risk is the allowable risk for failing to detect a material misstatement that is not detected by internal controls or analytical procedures and other relevant substantive tests. In discussion of the audit risk model, detection risk will not be divided for ease of presentation. 

C. Detection risk results from two uncertainties that are a function of the effectiveness of an audit procedure and of its application by the auditor. The first uncertainty is called sampling risk. Because the auditor examines only a subset of the population, the sample may not represent the population, and the auditor may draw the wrong conclusion on the fairness of the account balance. The second uncertainty is called nonsampling risk and can occur because the auditor used an inappropriate audit procedure, failed to detect a misstatement when applying an appropriate audit procedures, or misinterpreted the audit results. Nonsampling risk can be reduced to a negligible level through adequate planning, proper assignment of audit staff, supervision and review of the audit work performed, and supervision and conduct of a firm’s audit practice in accordance with appropriate quality control standards.
D. At the account balance or class of transaction level, audit risk consists of:

1. The risk that the balance or class and related assertions contain misstatements that could be material to the financial statements when aggregated with misstatements in other balances or classes (inherent risk and control risk).
2. The risk that the auditor will not detect such misstatements (detection risk).

E. Inherent risk and control risk differ from detection risk. Inherent risk and control risk are functions of the entity and its environment, so the auditor has little or no control over these risks. Sometimes the combination of these two risks is referred to as auditee risk. 
F. Detection risk can be controlled by the auditor through the scope of the audit procedures performed. Detection risk has an inverse relationship to inherent risk and control risk. For example, if inherent risk and control risk are judged to be high, the auditor sets a lower level of detection risk in order to meet the planned level of audit risk. 
G. The auditor’s assessment of audit risk and its component risks (IR, CR and DR) is a matter of professional judgment. At the completion of the audit, the actual level of audit risk is not known with certainty by the auditor. If the auditor assesses the achieved audit risk as being less than or equal to the planned level of audit risk, an unqualified report can be issued. If the assessment of the achieved level of audit risk is greater than the planned level, the auditor should either conduct additional audit work or qualify the audit report.   

[LO3] Understand how to use the audit risk model.

A. The audit risk model expresses the general relationship of audit risk and the components of the model. The model is not intended to be a mathematical formula including all factors that may influence the assessment of audit risk, but auditors find the model useful when planning appropriate risk levels for audit procedures to reduce the desired audit risk to an appropriate level (Figure 3-1). 
B. The discussion that follows concerning the model is limited to its use as an audit planning tool. Three steps are involved in the use of the model at the account balance or class of transaction level: 

1. Setting a planned level of audit risk.
2. Assessing inherent risk and control risk.
3. Solving the audit risk equation for the appropriate level of detection risk.

After the planned level of audit risk has been established (Step 1) and the inherent risk and control risk has been assessed (Step 2), the auditor determines the appropriate level of detection risk by solving the audit risk model as shown below (Step 3):

	DR = 
	AR

IR x CR




The auditor uses this level of detection risk to design the audit procedures that will reduce audit risk to an acceptable level. However, the auditor should not rely completely on his or her assessments of inherent risk and control risk to the exclusion of performing substantive tests of account balances, where material misstatement could exist. Consider the example of the computation of detection risk that was provided in your textbook: 
Suppose that the auditor has determined that the planned audit risk for the accounts receivable balance can be set at 0.05 based on the significance of the account to the financial statements. By establishing such a low level of audit risk, the auditor is reducing the possibility that the account may contain a material misstatement. Assume further that the auditor assesses inherent risk for accounts receivable to be 0.80. After evaluating the internal control over the revenue process, the auditor assesses control risk to be 0.60. Substituting the values for AR, IR and CR into the equation indicates that the auditor should set detection risk at approximately 0.10 [DR = 0.05/(0.80 x 0.60)] for testing the accounts receivable balance. Thus, the auditor establishes the scope of the audit for accounts receivable so that there is only a 10 percent chance that a material misstatement, if present, is not detected.

An auditor may find it more appropriate to substitute qualitative terms to utilize the risk model. For example, audit risk might be classified into three categories, very low, low and moderate. It is unlikely that an audit planned in accordance with GAAS (or PCAOB standards for public company audits) would consider a high level of audit risk. The remaining component of the model may be classified into categories such as low, moderate or high. This method of using the model is identical to that followed when using numerical values. Audit risk would be set using one of the category choices. Similarly, the auditor would assess the appropriate category for inherent and control risk.  

[LO4] Understand the auditor’s risk assessment process.

A. Strategies are operational approaches used to achieve objectives. Business risks are threats to management’s ability to execute its strategies and to achieve its objectives. Business activities, strategies, objectives and the business environment are ever changing and the dynamic and complex nature of business cause business risks. Management is responsible for identifying these risks and responding to them. 

B. Business risk is broader than the risk of materially misstated financial statements, but most business risks have the potential to affect the financial statements either immediately or in the long run. Auditors need to identify business risks and understand the potential misstatements that may result. 

C. The audit process starts by obtaining and supporting an understanding of the entity and its environment, including internal control. Obtaining an understanding of the entity and its environment is a continuous, dynamic process of gathering, updating and analyzing information throughout the audit. The goal of this step is to assess the business risks faced by the entity. Based on the auditor’s understanding of the entity’s business risks and how those risks are controlled or not controlled, the auditor assess the risk of material misstatement at the assertion level. The auditor’s assessment of business risk and the risk of material misstatement (i.e., the auditor’s risk assessment process) includes the following steps (Figure 3-2):

1. Perform risk assessment procedures to obtain an understanding of the entity and its environment, including internal control.

2. Identify business risks that may result in material misstatements in the financial statements.

3. Evaluate the entity’s responses to those business risks and obtain evidence of their implementation.

4. Assess the risk of material misstatement at the assertion level and determine the audit procedures that are necessary based on that risk assessment.  

D. Business risks include any external and internal factors, pressures, and forces that bear on the entity’s ability to survive and be profitable. The auditors understanding of the entity and its environment includes knowledge about (Table 3-1):

1. Industry, regulatory and other external factors.

2. Nature of the entity.

3. Objectives and strategies and related business risks

4. Measurement and review of the entity’s financial performance.
5. Internal control.

E. The auditor obtains an understanding of the entity and its environment by performing the following risk assessment procedures:

1. Inquires of management and others.
2. Analytical procedures.
3. Observation and inspection.
F. Sources where the auditor can obtain information for developing an understanding of the entity and its environment include (Figure 3-5):

1. Cumulative knowledge and experience obtained from prior audits, including the nature and cause of misstatements and accounts affected.

2. Procedures performed in client acceptance and continuance process.

3. Knowledge obtained from performing interim procedures.

4. Consulting, tax and other engagements performed for the entity.

5. Communications with predecessor auditors including review of predecessor auditor working papers.

6. Published annual reports and interim reports to shareholders, if applicable.

7. Discussions with management.

8. Minutes of board of directors and/or audit committee meetings.

9. Entity’s business and/or strategic plans, budgets or other documentation.

10. Reports prepared by analysts, banks, underwriters, rating agencies, etc. 
11. Individuals knowledgeable about the industry, such as the engagement team members for clients in a similar business or industry.
12. Audit firm-generated industry guidance, databases, and practice aids, where applicable.

13. Government statistics.

14. Economic and financial journals.

15. Industry or trade journals.

16. Client press releases, publications, and brochures.

17. Internal audit reports.

Note that information obtained or derived from sources external to the entity generally can be deemed reliable in the absence of evidence to the contrary. Information obtained from sources within the entity may require a more in-depth assessment of the reliability. Inquiries are an important source of evidence, but they generally provide stronger evidence when integrated with other procedures or similar inquiries made of multiple people.

G. Entities generally face a broad array of business risks that may affect their operations, compliance with laws and regulations and financial reporting. Examples of conditions and events that may indicate the existence of business risks are:

1. Significant changes in the entity such as large acquisitions, reorganizations or other unusual events.

2. Significant changes in the industry in which the entity operates.

3. Significant new products or services or significant new lines of business.

4. New locations.

5. Significant changes in the IT environment.

6. Operations in areas with unstable economies.

7. High degree of complex regulation.

The auditor should evaluate management’s response to identified risks. If the response is adequate, the risk of material misstatement may be reduced, but if the response to the risk is inadequate, the auditor may increase the risk of material misstatement.
[LO5] Identify the factors that determine the auditor’s assessment of the risk of material misstatement.

A. To assess the risk of material misstatement, the auditor:
1. Identify risks by considering the entity and its environment, including controls that relate to the risks, and by considering the classes of transactions and account balances in the financial statements.

2. Relates the identified risks to what can go wrong at the assertion level.

3. Considers whether the risks are of a magnitude that could result in a material misstatement of the financial statements.

4. Considers the likelihood that the risks will result in a material misstatement of the financial statements.

The auditor must determine whether the identified risks of material misstatement relate to specific classes of transactions or account balances and related assertions, or whether they relate more pervasively to the financial statements as a whole and potentially affect many assertions. 

B. A misstatement of the financial statements may consist of any of the following:

1. The difference between the amount, classification or presentation of a reported financial statement element, account, or item and the amount, classification or presentation that would have been reported under GAAP.

2. The omission of a financial statement element, account or item.

3. A financial statement disclosure that is not presented in accordance with GAAP.

4. The omission of information required to be disclosed in accordance with GAAP.

C. Misstatements can result from error or fraud. The primary distinction between errors and fraud is whether the misstatement was intentional or unintentional. However, it is often difficult to determine intent. 

D. Errors are unintentional misstatements or omissions of amounts or disclosures and may involve:

1. Mistakes in gathering or processing data from which statements are prepared.

2. Unreasonable accounting estimates arising from oversight or misinterpretation of facts.

3. Mistakes in the application of accounting principles relating to amount, classification, manner of presentation, or disclosure.

E. Fraud, from the auditor’s perspective involves intentional misstatements that can be classified into two types: (1) misstatements arising from fraudulent financial reporting and (2) misstatements arising from misappropriation of assets. Fraudulent financial reporting may involve acts such as:

1. Manipulation, falsification or alteration of accounting records or supporting documents from which financial statements are prepared.

2. Misrepresentation in, or intentional omission from, the financial statements of events, transactions, or other significant information.

3. Intentional misapplication of accounting principles relating to amounts, classification, manner of presentation, or disclosure. 

Misstatements arising from misappropriation of assets (sometimes referred to as defalcation) involve the theft of an entity’s assets where the defalcation causes the financial statements to be misstated. Examples of misappropriation include:

1. Embezzling cash received.

2. Stealing assets.

3. Causing the entity to pay for goods or services not received. 

Note that misappropriation of assets may be accompanied by false or misleading records or documents, possibly created by circumventing controls, and may involve one or more individuals among management, employees, or third parties.

F. Three conditions are generally present when material misstatements due to fraud occur (incentives and pressures, opportunities and attitudes and rationalization):

1. Management or other employees have an incentive or are under pressure that provides a reason to commit fraud.

2. Circumstances exist that provide opportunity for fraud to be carried out.

3. Those involved are able to rationalize committing a fraudulent act. Some individuals possess an attitude, character, or other set of ethical values that allow them to knowingly and intentionally commit a dishonest act. Even honest individuals can commit fraud in an environment where sufficient pressure is being exerted on them. The greater the incentive or pressure, the more likely an individual will be able to rationalize the acceptability of committing fraud. 

G. Management has the ability to perpetrate fraud because it is in a position to directly or indirectly manipulate the accounting records and prepare fraudulent financial reports. In most cases, fraudulent financial reporting also involves some management override of controls. Because of the characteristics of fraud, particularly those involving concealment through collusion (withheld, misrepresented or falsified documentation) and the ability of management to override or instruct others to override controls, an auditor may unknowingly rely on fraudulent audit evidence. 
H. The fraud risk identification process includes (Figure 3-3):
1. Sources of information used to identify risks.

a. Communications among the audit team.

b. Inquiries of management and others.
c. Fraud risk factors.
d. Analytical procedures.
e. Other information.
2. Conditions for fraud.

a. Incentives and pressures.
b. Opportunities.
c. Attitudes and rationalization.
3. Identify risks of material misstatement due to fraud.
[LO6] Learn how to respond to the results of the risk assessments.

A. Based on the assessment of the entity’s business risks and the risk of material misstatement due to error or fraud, the auditor should decide what responses to take given the risk assessment. The main consideration for the auditor based on the assessed level of the risks of material misstatement is the nature, timing and extent of audit procedures. 

B. The auditor should first determine overall responses to address the risks of material misstatement at the financial statement level. The assessment of the risks of material misstatement at the financial statement level is generally affected by the auditor’s assessment of the control environment. If the environment is effective, the auditor can have more confidence in internal control and the reliability of audit evidence generated internally within the entity. If the risks of material misstatements are high, the auditor might include assigning more experienced staff or those with special skills or using specialist, providing more supervision, or incorporating additional elements of unpredictability in the selection of further audit procedures to be performed. Additionally, the auditor may decide to perform substantive procedures at period end instead of at an interim date.

C. The auditor has to consider how to respond to the risks of misstatement at the assertion level (Figure 3-4). A distinction is made between high-risk and low-risk assertions. For high-risk assertions, the auditor should consider how material misstatements may occur and design and perform extended audit procedures to specifically address the potential misstatements. Examples of the types of items that may require specific audit procedures include:

1. Assertions identified with fraud risk factors.

2. Nonroutine or unsystematically processed transactions.

3. Significant accounting estimates and judgments.

4. Highly complex transactions.

5. Application of new accounting standards.

6. Revenue recognition in certain industries or for certain types of transactions.

7. Industry specific issues.

For low-risk assertions, the auditor may not require procedures of a specific nature. Usually, low-risk assertions relate to routine processing of significant transactions whose characteristics often allow highly automated processing with little or no manual intervention. Such transactions are likely to be: (1) recurring, (2) objectively measurable and (3) processed in a similar way.
D. If the risk factor assessment indicates that fraud might be present, the auditor might respond as follows:

1. Increase professional skepticism by questioning and critically assessing evidence.

2. Assign more experienced auditors who have the knowledge, skill and ability commensurate with the increased risk of the engagement.

3. Consider management’s selection and application of significant accounting policies, particularly those related to recognizing revenue, valuing assets or capitalizing versus expensing.
4. Modify the nature, timing, and extent of audit procedures to obtain more reliable evidence and use increased sample sizes or more extensive analytical procedures. 

[LO7] Learn how to evaluate the results of the audit tests.

A. At the completion of the audit, the auditor should consider whether the accumulated results of audit procedures affect the assessments of the entity’s business risks and the risk of material misstatements due to error or fraud. The auditor should aggregate the total uncorrected misstatements that were detected and determine if they cause the financial statements to be materially misstated. 

B. If the auditor concludes that the total misstatements cause the financial statements to be materially misstated, the auditor should request management to eliminate the material misstatement. If management does not eliminate the material misstatement, the auditor should issue a qualified (not pervasive) or adverse opinion (pervasive across the financial statements). If, however, the uncorrected total misstatements do not cause the financial statements to be materially misstated, the auditor should issue an unqualified report.

C. If the auditor has determined that the misstatement is or may be the result of fraud, and either has determined that the effect could be material to the financial statements or has been unable to evaluate whether the effect is material, the auditor should:

1. Attempt to obtain audit evidence to determine whether, in fact, material fraud has occurred, and, if so, its effect.

2. Consider the implications for other aspects of the audit.

3. Discuss the matter and the approach to further investigation with an appropriate level of management that is at least one level above those involved in committing the fraud, and with senior management.

4. If appropriate, suggest that the client consult with legal counsel.

If the results of the audit test indicate a significant risk of fraud, the auditor should consider withdrawing from the engagement and communicating the reasons for withdrawal to the audit committee or others with equivalent authority and responsibility. 

[LO8] Understand the documentation requirements for risk assessments and responses.

A. The auditor has extensive documentation requirements for understanding the entity and its environment, the consideration of fraud, and responding to assessed risks. The auditor should document the risk of material misstatement for all material accounts and classes of transactions in terms of the related assertions. The level of risk may be described quantitatively or nonquantitatively (high, medium or low). Exhibit 3-3 illustrates the use of a questionnaire to document the nature of the entity. Other areas that require documentation include the following:
1. The nature and results of the communication among engagement personnel that occurred in planning the audit regarding the risks of material misstatement due to fraud.

2. The steps performed in obtaining knowledge about the entity’s business and its environment. The documentation should include:

a. The risks identified.

b. An evaluation of management’s response to such risks.

c. The auditor’s assessment of the risk of error or fraud after considering the entity’s response.

3. The nature, timing, and extent of the procedures performed in response to the risks of material misstatement due to fraud and the results of that work.

4. Fraud risks or other conditions that caused the auditor to believe that additional audit procedures or other responses were required to address such risks or other conditions.

5. The nature of the communications about fraud made to management, the audit committee, and others.

[LO9] Learn the auditor’s communication requirements to management and the audit committee.

A. When the auditor has found evidence that a fraud may exist, that matter should be brought to the attention of an appropriate level of management. Fraud involving senior management and fraud that causes a material misstatement of the financial statements should be reported directly to the audit committee of the board of directors. In addition, the auditor should reach an understanding with the audit committee regarding the expected nature and extent of communications about misappropriations perpetrated by lower-level employees (Figure 3-5).

B. The disclosure of fraud to parties other than the client’s senior management and its audit committee is not part of the auditor’s responsibility and ordinarily would be precluded by the auditor’s ethical or legal obligations of confidentiality. The auditor should recognize that in the following circumstances a duty to disclose outside the entity may exist:

1. To comply with certain legal and regulatory requirements.

2. To a successor auditor when the successor makes inquires in accordance with AU 315 (Communications between Predecessor and Successor Auditors).

3. In response to a subpoena.

4. To a funding agency or other specified agency in accordance with requirements for the audits of entities that receive governmental financial assistance.

[LO10] Learn the limitations of the audit risk model.

A. Auditing standards provide for the use of the audit risk model as a way of ensuring that the risk of issuing materially misstated financial statements is kept to an acceptably low level. However, this model has a number of limitations that must be considered by auditors and their firms. 

B. The audit risk model is a planning tool. If an auditor uses the model to revise an audit plan or to evaluate audit results, the actual level of audit risk may be greater than the audit risk indicated by the formula. This may occur because the model assumes that the components (IR, CR and DR) are independent of one another as indicated by the multiplicative form of the model. However, in practice, the risk of a material misstatement (IR) occurring may be a function of the client’s internal controls (CR). Thus, inherent risk may depend on control risk. In practice, some public accounting firms make a combined risk assessment for IR and CR (auditee risk). 

C. Other limitations may also be present. For example, because the auditor assesses inherent risk and control risk, such assessments may be higher or lower than the actual inherent risk and control risk that exist for the client. Such differences can affect the determination of detection risk and the achieved audit risk. The audit risk model also does not specifically consider the possibility of auditor error.  

[LO11] Understand the concept of materiality.

A. The auditor’s consideration of materiality on an audit is a matter of professional judgment. Materiality is assessed in terms of the potential effect of a misstatement on decisions made by a reasonable user of the financial statements. This focus arises from the FASB’s Statement of Financial Accounting Concepts No. 2, which states:

Materiality is the magnitude of an omission or misstatement of accounting information that, in the light of surrounding circumstances, makes it probable that the judgment of a reasonable person relying on the information would have been changed or influenced by the omission or misstatement.

B. Professional standards do not provide specific guidance on how to assess what is material to a reasonable user. The AICPA and auditing firms have developed policies and procedures to assist auditors in establishing materiality. Note that the auditor will consider both quantitative and qualitative aspects of the engagement. 

[LO12] Identify the steps to applying materiality in an audit.

A. While the policies and procedures of individual auditing firms may differ in some respects, a three-step approach is presented below to provide the reader with a basic framework for understanding the consideration of materiality in an audit (Figure 3-6):
Step 1 Establish a preliminary judgment about materiality. The first step is to establish the preliminary judgment about materiality, which is defined as the maximum amount by which the auditor believes the financial statements could be misstated and still not affect the decisions of reasonable users. Materiality, however is a relative, not an absolute concept. Thus, the relative size of the company being audited affects the preliminary judgment about materiality. In specifying materiality, an auditor should establish a base (or bases) that, when multiplied by a percentage factor, determines the initial quantitative judgment about materiality. The following quantitative bases are used for establishing materiality:

1. Total assets.

2. Total revenues.
3. Net income before taxes.

4. Net income from continuing operations.

5. Gross profit.

6. Average of three years’ net income before taxes.

The resulting materiality amount can then be adjusted for any qualitative factors that may be relevant to the engagement. Qualitative factors that may affect establishing and evaluating materiality include (Table 3-12):
1. Material misstatements in prior years.

2. Potential for fraud or illegal acts.

3. Small amounts may violate covenants in a loan agreement.

4. Small amounts may affect the trend in earnings.

5. Small amounts may cause entity to miss forecasted revenue or earnings.

Total assets, total revenues, or some form of net income are frequently used by auditors when establishing materiality. When net income before taxes is relatively stable, predictable and representative of the entity’s size, a rule of thumb to determine overall financial statement materiality that is commonly used in practice is three to five percent of net income before taxes. In determining where in the range to establish materiality, the auditor would generally use a percentage at the lower end of the range if any of the following factors are present:

1. First-year engagement.

2. Known material weaknesses in controls.

3. Significant management turnover.

4. Unusually high market pressures.

5. Higher than normal fraud risk.

6. Higher than normal risk of bankruptcy in the near future.

This amount is often referred to as planning materiality. Auditors may also decide to use a lower amount because of qualitative factors such as those listed above and to allow for some aggregation of potential misstatements across accounts. The auditor might use an average of the previous year’s income or another base if the current year pretax income is not stable, predictable or representative of an entity’s size.
Exhibit 3-4 provides an example of the materiality worksheet adopted from the AICPA Audit Guide (2001). The amount of planning materiality is selected from the materiality table and then adjusted by the appropriate percentage factor. The table contains a set of percentages that decrease as the size of the entity increases. The final calculation results in the initial quantitative estimated planning materiality, which may then be increased based on favorable qualitative factors (such as past audit history, strong financial conditions or sound economic conditions in the entity’s industry) or decreased based on unfavorable qualitative factors (such as numerous misstatements in prior years, depressed industry conditions, or high possibility of violating debt covenants).

Step 2 Determine tolerable misstatement. The second step involves determining tolerable misstatement based on planning materiality. Tolerable misstatement is the amount of planning materiality that is allocated to an account or class of transactions. An account balance represents an individual line item on the financial statements, such as accounts receivable or inventory. A class of transactions refers to a type of transaction processed by the client’s accounting system, such as revenue or purchase transactions. The purpose of allocating a portion of the preliminary judgment about materiality is to plan the scope of audit procedures for the individual account balance or class of transactions. Because of the many factors involved, there is no required or optimal method for allocating materiality to an account balance or class of transaction. The process can be done judgmentally or using some formal quantitative approach.
As with overall materiality, there are qualitative factors that must be considered in determining tolerable misstatement. Examples of qualitative factors that the auditor would consider for a given account include: the size and complexity of the account, the importance of changes in the account to key performance indicators, debt covenants, and meeting published forecasts or estimates. In conjunction with qualitative factors, common computational benchmarks used in practice to determine tolerable misstatement are 2 to 15 percent of the account (but never greater than materiality) or 25 to 75 percent of preliminary planning materiality. These approaches result in an allocation of combined tolerable misstatement that is greater than materiality. There are a number of reasons why allocating combined tolerable misstatement greater than materiality makes sense from an audit planning perspective, including:
1. Not all accounts will be misstated by the full amount of their tolerable misstatement allocation.

2. Audits of individual accounts are conducted simultaneously. In other words, for all but the smallest of audit clients, the audit team will be made up of several auditors who are testing different accounts at the same time. If accounts were audited sequentially, unadjusted misstatements observed during testing would count against materiality, and theoretically, the auditor could carry the unused portion of materiality to the next account, and so forth. The simple benchmarks such as 25-75 percent of materiality have proven to be a useful way to determine tolerable misstatement for planning purposes. 

3. Materiality as a percentage of large accounts such as inventory, accounts receivable, revenues, or plant, property and equipment, is often a very small fraction of the account (often less than 2 percent). By using a tolerable misstatement percentage that is considerably less than materiality, the scope of planned auditor procedures will be sufficiently precise to identify significant misstatements. 

4. When control weaknesses or misstatements are identified, the auditors typically perform additional procedures. The actual testing will often achieve a much smaller margin for misstatement than planned tolerable misstatement.

5. Overall financial statement materiality serves as a “safety net.” If individual unadjusted misstatements are less than tolerable misstatement, but aggregate to an amount greater than materiality, the auditor cannot accept the financial statements as presented fairly in accordance with GAAP. When this occurs, the client would need to (1) make adjustments to lower the unadjusted misstatements below materiality, (2) the auditor would need to perform more testing, and/or      (3) the auditor would issue a qualified or adverse opinion. 

Taken together, these points suggest that it would be inefficient for the auditor to simply subdivide materiality proportionally to each account because this would result in unnecessarily low tolerable misstatement levels. The lower the tolerable misstatement is, the more extensive the required audit testing. In the extreme, if tolerable misstatement were very small or zero, the auditor would have to test every transaction in an account. 

Step 3 Estimate likely misstatements and compare totals to the preliminary judgment about materiality. The third step is completed near the end of the audit, when the auditor evaluates all the evidence that has been gathered. Based on the results of the audit procedures conducted, the auditor aggregates misstatements from each account or class of transactions. The aggregate amount includes known misstatements and projections based on the sample data collected. It should also include consideration of the effect of misstatements not adjusted in the prior period because they were judged to be immaterial. The auditor compares this aggregate misstatement (referred to as likely misstatement) to the preliminary judgment about materiality. If the auditor’s judgment about materiality at the planning stage (Step 1) was based on the same information available at the evaluation stage (Step 3), materiality for planning and evaluation would be the same. However, the auditor may identify factors or items during the course of the audit that cause a revision to the preliminary judgment about materiality. Thus, the preliminary judgment about materiality may differ from the materiality judgment used in evaluating the audit findings. When this occurs, the auditor should carefully document the reasons for revising the preliminary judgment about materiality.
As discussed in Step 1, a number of qualitative factors that can potentially affect materiality. When evaluating the materiality of unadjusted misstatements, the auditor should consider the following qualitative factors (Table 3-12):

1. Whether the misstatement masks a change in earnings or trends.

2. Whether the misstatement hides a failure to meet analysts’ consensus expectations.

3. Whether the misstatement changes a loss into income or vice versa.

4. Whether the misstatement concerns a segment or other portion of the business that has been portrayed as playing a significant role in the operations or profitability of the entity.

5. Whether the misstatement affects compliance with regulatory requirements.

6. Whether the misstatement affects compliance with loan covenants or other contractual requirements.

7. Whether the misstatement increases management’s compensation.

8. Whether the misstatement involves the concealment of an unlawful transaction.

9. Whether the misstatement may result in a significant positive or negative market reaction.

10. Whether small intentional misstatements are part of actions to “manage” earnings.

When the likely misstatements are less than the preliminary judgment about materiality, the auditor can conclude that the financial statements are fairly presented. Conversely, when the likely misstatements are greater than the planned judgment about materiality, the auditor should request that the client adjust the financial statements. If the client refuses to adjust the financial statements for the likely misstatements, the auditor should issue a qualified or adverse opinion because the financial statements do not present fairly in conformity with GAAP.

[LO13] Apply the materiality steps to an example (EarthWear).

A. The three steps for applying materiality are presented using financial information for EarthWear Clothiers (see this example in the textbook).
CHAPTER 3: SELF-ASSESSMENT

Part I: True or False Questions

[LO1]  ____ 1.  Audit risk is the auditor’s exposure to loss or injury of his or her reputation 
             from events arising in connection with financial statements audited.

[LO1]  ____ 2.  Engagement risk is the auditor’s exposure to loss or injury of his or her 

             reputation from events arising in connection with financial statements audited.

[LO2]   ____ 3. The components of the audit risk model include inherent risk, control risk and 

             detection risk.

[LO2]  ____ 4.  Inherent risk is the susceptibility of an assertion to material misstatement, 

             assuming no related controls.

[LO2]  ____ 5.  Professional judgment must be used when evaluating business risk.

[LO2]  ____ 6.   Audit risk and materiality significantly impact the auditor’s evidence decisions.

[LO2]  ____ 7.   The risk of a material misstatement includes inherent risk and sampling risk.

[LO2]  ____ 8.   The combination of inherent risk and control risk is referred to as auditee risk.

[LO2]  ____ 9.   Inherent risk includes sampling risk and nonsampling risk.

[LO11] ____ 10. Materiality is the value of an omission in the financial statements that must be 

               adjusted.

Part II: Multiple Choice Questions

[LO2]   1. If internal control over sales and cash receipts is excellent, detection risk would be:

           a. Decreased. 

           b. Unaffected.

           c. Increased.

           d. Cannot be determined from the information provided.

[LO2]   2. The audit risk model includes all but the following components:

          a. Detection risk.

          b. Engagement risk.

          c. Inherent risk.

          d. Control risk.

[LO2]   3. Inherent risk and control risk are:

           a. Functions of the engagement risk.

           b. Functions of uncertainty.

           c. Functions of the entity and its environment.

           d. Functions of sampling and nonsampling risks.

[LO2]   4. The audit risk model is used at the account balance or class of transaction level to:

           a. Assess inherent risk and control risk so that detection risk can be determined.

           b. Establish the preliminary judgment about materiality (tolerable misstatement).

           c. Set a planned level of audit risk.

           d. Both a and c.

[LO3]   5. Planned audit risk for inventory has been set at 0.05. Inherent risk has been set at 0.70 

                 and control risk was assessed to be 0.60. The detection risk will be set at (rounded):

          a. 0.15.
          b. 0.14.
          c. 0.12.
          d. Cannot be computed based on the information provided.

[LO4]   6. The auditor obtains an understanding of the entity and its environment by performing 

                 all of the following assessment procedures except: 

          a. Inquires of management and others.

          b. Compute the level of detection risk.

          c. Analytical procedures.

          d. Observation and inspections.

[LO5]   7. An example of an error is:

          a. Stealing inventory.

          b. An intentional omission of a significant transactions.

          c. A mistake in the application of an accounting principle.

          d. Embezzling cash receipts.

[LO5]   8. Certain conditions are generally present when fraud occurs, including:

          a. Incentives and pressures.

          b. Opportunities.

          c. Attitudes and rationalization.

          d. All of the above.

[LO12]  9. The three-step approach for evaluating materiality includes (in correct order):

         a. Determine tolerable misstatement, establish preliminary judgment about 

              materiality and estimate likely misstatements, and compare totals to the 

              preliminary judgment about materiality.

         b. Determine tolerable misstatement, estimate likely misstatements and compare

             totals to the preliminary judgment about materiality, and establish preliminary   

             judgment about materiality.

         c. Establish a preliminary judgment about materiality, determine tolerable 

             misstatement and estimate likely misstatements, and compare totals to the        

             preliminary judgment about materiality.

         d. Establish a preliminary judgment about materiality, estimate likely misstatements 

             and compare totals to the preliminary judgment about materiality, and determine    

             tolerable misstatements.

[LO12] 10. When likely misstatements are greater than planned materiality, the auditor should:

             a. Request that the client adjust the financial statements.

             b. Issue unqualified opinion.

             c. Issue a qualified or adverse opinion if client refuses to adjust the statements.

             d. Both a and c.

Part III: Short Essay Questions

	[LO4] Discuss the auditor’s basic process for assessing business risk and the risk of material misstatements.




	[LO2] Why does an auditor use the audit risk model? Discuss the specifications of the audit risk model and identify the components of the model.




	[LO9] Discuss the auditor’s responsibilities for communicating with management and the audit committee regarding issues of fraud.




Part IV: Crossword Puzzle – Chapter 3 [LO ALL]
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	Across

	2
	Abbreviation for the component of the audit risk model that a misstatement will not be prevented or detected by controls.

	4
	______ misstatement is the amount of the preliminary judgment about account materiality.

	7
	An auditor would not want to accept an engagement with this nonquantitative level of audit risk.

	9
	The auditor may fail to modify the opinion on materially misstated financial statements. 

	11
	Unintentional misstatements or omissions of amounts or disclosures (two words).

	12
	Abbreviation for the component of the audit risk model that assumes no related controls.

	14
	_____ procedures are used to evaluate plausible relationships of data.

	16
	Abbreviation for the component of the audit risk model that the auditor will not detect a material misstatement.

	Down

	1
	One of the cases presented in the textbook.

	2
	An auditor holds this designation.

	3
	_____ Performance Indicators (KPI).

	5
	_____ risk is the exposure that an auditor assumes in a financial statement audit.

	6
	The AICPA body that promulgates auditing standards used for audits of privately-held enterprises.

	8
	The susceptibility of an assertion to material misstatements, assuming no related controls.

	10
	A _____ assessment must be performed for every financial statement audit.

	13
	Intentional misstatements or omissions of amounts or disclosures.

	15
	An auditor must plan the audit in order to achieve this nonquantitative level of audit risk.

	
	


Part V: Townsend Office Supplies and Equipment [LO ALL]
	Chapter 3
Townsend Office Supplies and Equipment

	For audit engagements with less than four years experience, the firm’s audit risk policy for a material account is .03. Inventory is considered a material account. The inherent risk has been set at .80 and control risk was assessed at .50. Complete the following: (1) compute detection risk; (2) discuss what detection risk means; (3) identify at least two factors that may help explain the assessed level of inherent risk; and (4) using qualitative terms, classify audit risk (use very low, low, or moderate) and each of the risk components (use low, moderate or high).




CHAPTER 3: SELF-ASSESSMENT SOLUTIONS
Part I: True or False Questions

[LO1]  False 1.   Audit risk is the auditor’s exposure to loss or injury of his or her reputation 

               from events arising in connection with financial statements audited.

[LO1]  True  2.   Engagement risk is the auditor’s exposure to loss or injury of his or her 

                reputation from events arising in connection with financial statements audited.

[LO2]  True  3.  The components of the audit risk model include inherent risk, control risk and 

               detection risk.

[LO2]  True  4.   Inherent risk is the susceptibility of an assertion to material misstatement, 

               assuming no related controls.

[LO2]  True  5.    Professional judgment must be used when evaluating business risk.

[LO2]  True  6.   Audit risk and materiality significantly impact the auditor’s evidence decisions.

[LO2]  False 7.    The risk of a material misstatement includes inherent risk and sampling risk.

[LO2]  True  8.   The combination of inherent risk and control risk is referred to an auditee risk.

[LO2]  False  9.  Inherent risk includes sampling risk and nonsampling risk.

[LO11]False 10. Materiality is the value of an omission in the financial statements that must be 

               adjusted.

Part II: Multiple Choice Questions

[LO2]   1. If internal control over sales and cash receipts is excellent, detection risk would be:

           a. Decreased. 

           b. Unaffected.

           c. Increased.

           d. Cannot be determined from the information provided.

[LO2]   2. The audit risk model includes all but the following components:

          a. Detection risk.

          b. Engagement risk.

          c. Inherent risk.

          d. Control risk.

[LO2]   3. Inherent risk and control risk are:

           a. Functions of the engagement risk.

           b. Functions of uncertainty.

           c. Functions of the entity and its environment.

           d. Functions of sampling and nonsampling risks.

[LO2]   4. The audit risk model is used at the account balance or class of transaction level to:

           a. Assess inherent risk and control risk so that detection risk can be determined.

           b. Establish the preliminary judgment about materiality (tolerable misstatement).

           c. Set a planned level of audit risk.

           d. Both a and c.

[LO3]   5. Planned audit risk for inventory has been set at 0.05. Inherent risk has been set at 0.70 
                 and control risk was assessed to be 0.60. The detection risk will be set at (rounded):

          a. 0.15.
          b. 0.14.
          c. 0.12.
          d. Cannot be computed based on the information provided.

[LO4]   6. The auditor obtains an understanding of the entity and its environment by performing 
                 all of the following assessment procedures except: 

          a. Inquires of management and others.

          b. Compute the level of detection risk.

          c. Analytical procedures.

          d. Observation and inspections.

[LO5]   7. An example of an error is:

          a. Stealing inventory.

          b. An intentional omission of a significant transactions.

          c. A mistake in the application of an accounting principle.

          d. Embezzling cash receipts.

[LO5]   8. Certain conditions are generally present when fraud occurs, including:

          a. Incentives and pressures.

          b. Opportunities.

          c. Attitudes and rationalization.

          d. All of the above.

[LO12]  9. The three-step approach for evaluating materiality includes (in correct order):

         a. Determine tolerable misstatement, establish preliminary judgment about 

              materiality and estimate likely misstatements, and compare totals to the 

              preliminary judgment about materiality.

         b. Determine tolerable misstatement, estimate likely misstatements and compare

             totals to the preliminary judgment about materiality, and establish preliminary   

             judgment about materiality.

         c. Establish a preliminary judgment about materiality, determine tolerable 

             misstatement and estimate likely misstatements, and compare totals to the        

             preliminary judgment about materiality.

         d. Establish a preliminary judgment about materiality, estimate likely misstatements 

             and compare totals to the preliminary judgment about materiality, and determine    

             tolerable misstatements.

[LO12] 10. When likely misstatements are greater than planned materiality, the auditor should:

             a. Request that the client adjust the financial statements.

             b. Issue unqualified opinion.

             c. Issue a qualified or adverse opinion if client refuses to adjust the statements.
             d. Both a and c.

Part III: Short Essay Questions

	[LO4] Discuss the auditor’s basic process for assessing business risk and the risk of material misstatements.

The auditor’s assessment of business risk and the risk of materials misstatement (i.e., the auditor’s risk assessment process) includes the following steps:

Perform risk assessment procedures to obtain an understanding of the entity and its environment, including internal control.

Identify business risks that may result in material misstatements in the financial statements.

Evaluate the entity’s responses to those business risks and obtain evidence of their implementation.

Assess the risk of material misstatement at the assertion level and determine the audit procedures that are necessary based on the risk assessment.




	[LO2] Why does an auditor use the audit risk model? Discuss the specifications of the audit risk model and identify the components of the model.

The auditor uses the audit risk model as a planning tool to determine the scope of auditing procedures for a particular account balance or class of transactions level. The model is specified as:  
                                                     AR = IR X CR X DR

where 
AR = 
Audit risk (the risk that the auditor may fail to modify the opinion on  materially misstated financial statements)

IR = 
Inherent risk (the susceptibility of an assertion to material  misstatements, assuming no related controls)

CR = 
Control risk (the risk that material misstatements that could occur in an assertion will not be prevented or detected on a timely basis by the internal controls)

DR =
Detection risk (the risk that the auditor will not detect a material misstatement that exists in an assertion)




	[LO9] Discuss the auditor’s responsibilities for communicating with management and the audit committee regarding issues of fraud.

When the auditor has found evidence that a fraud may exist, that matter should be brought to the attention of an appropriate level of management. Fraud involving senior management and fraud that causes a material misstatement of the financial statements should be reported directly to the audit committee and the board of directors. In addition, the auditor should reach an understanding with the audit committee regarding the expected nature and extent of communications about misappropriations perpetrated by lower-level employees.

The disclosure of fraud to parties other than the client’s senior management and its audit committee ordinarily is not part of the auditor’s responsibility and ordinarily would be precluded by the auditor’s ethical or legal obligations of confidentiality. The auditor should recognize, however, that in the following circumstances a duty to disclose outside the entity may exist:

1.  To comply with certain legal and regulatory requirements.
2.  To a successor auditor when the successor makes inquires in accordance with           

     AU 315 (Communications between Predecessor and Successor Auditors).

3.  In response to a subpoena.
4.  To a funding agency or other specified agency in accordance with requirements                                                                  

     for the audits of entities that receive governmental financial assistance.




Part IV: Crossword Puzzle – Chapter 3 Solution [LO ALL]
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	Across

	2
	Abbreviation for the component of the audit risk model that a misstatement will not be prevented or detected by controls.

	4
	______ misstatement is the amount of the preliminary judgment about account materiality.

	7
	An auditor would not want to accept an engagement with this nonquantitative level of audit risk.

	9
	The auditor may fail to modify the opinion on materially misstated financial statements (two words). 

	11
	Unintentional misstatements or omissions of amounts or disclosures.

	12
	Abbreviation for the component of the audit risk model that assumes no related controls.

	14
	_____ procedures are used to evaluate plausible relationships of data.

	16
	Abbreviation for the component of the audit risk model that the auditor will not detect a material misstatement.

	Down

	1
	One of the cases presented in the textbook.

	2
	An auditor holds this designation.

	3
	_____ Performance Indicators (KPI).

	5
	_____ risk is the exposure that an auditor assumes in a financial statement audit.

	6
	The AICPA body that promulgates auditing standards used for audits of privately-held enterprises.

	8
	The susceptibility of an assertion to material misstatements, assuming no related controls.

	10
	A _____ assessment must be performed for every financial statement audit.

	13
	Intentional misstatements or omissions of amounts or disclosures.

	15
	An auditor must plan the audit in order to achieve this nonquantitative level of audit risk.

	
	


Part V: Townsend Office Supplies and Equipment [LO ALL]
	Chapter 3
Townsend Office Supplies and Equipment

	For audit engagements with less than four years experience, the firm’s audit risk policy for a material account is .03. Inventory is considered a material account. The inherent risk has been set at .80 and control risk was assessed at .50. Complete the following: (1) compute detection risk; (2) discuss what detection risk means; (3) identify at least two factors that may help explain the assessed level of inherent risk; and (4) using qualitative terms, classify audit risk (use very low, low, or moderate) and each of the risk components (use low, moderate or high).

1.   DR = AR/(IR x CR)

      DR = .03/(.80 x .50) 

      DR = .08
2.  A detection risk of .08 means that the auditor will establish the scope of the 
     audit for inventory so that there is only an 8 percent chance that a material    

     misstatement, if present, is not detected.  A low assessment for detection risk 
     implies that the auditor will conduct a more detailed investigation of this account 
     than if the assessment of detection risk were high.

3.  Factors that may help explain why inherent risk was set high include: 

 -  A few individuals dominate management and operations.

 -  Covenant restrictions associated with line of credit. 

 -  Townsend is engaged in a highly competitive industry.
 -  Office Depot is considered a competitive threat in key regions. 

 -  Gross margin may need to be reduced for competitive government environment.

 -  Townsend cannot increase its market share without additional investment.

 -  Concerns about current year inventory obsolescence.

 -  Significant LCM inventory adjustment was required for previous year audit.

 -  Significant increase in ending inventory to facilitate new customer.

4.  Audit Risk (AR) = Very Low. 
     Inherent Risk (IR)  = High; Control Risk (CR)  = Moderate; and Detection Risk 

     (DR)  = Low.
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